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Moving forward with the security of networking and computer forensics

Network Packet Source 

Forensic Device

Decision Computer Group
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FeaturesFeatures

Objective: To trace the source and destination MAC and IP addresses 
or Internet traffic for analyzing and forensic purpose. With the
knowledge of source and destination IP addresses, the location of 
source and destination IP addresses can be traced.

Classifying and analyzing Internet packets and providing reports of 
communication protocol for application session.

Report’s info:

1. Port

2. Source MAC and Destination MAC

3. Source IP and Destination IP

4. Packet’s format (UTP/TCP/ICMP)

5. Quantity (Packets)

6. Data Length
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User InterfaceUser Interface
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Predefined the relationship between IP and domain, and Predefined the relationship between IP and domain, and 

import this info into the system in order to find out the IPimport this info into the system in order to find out the IP’’s s 

domain by IP itself or find out a group of domain by IP itself or find out a group of IPsIPs of domain by of domain by 

domain itself.domain itself.
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IP and ISPIP and ISP’’s related infos related info
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Integration with EIntegration with E--Detective systemDetective system

Network Packet Source Forensics Device is able to be 

integrated with E-DETECTIVE System in order to classify 

and to analyze internet packets.
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Thank You!!!

YOUR Revolutionary Technology for Surveillance and 

Audit  of Internet Activities!!

Our 

Awards!

World 

Recognition!


